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If you are having trouble logging in to our website, please try these steps to adjust your cookie settings:

1. If you are using Internet Explorer:
a. Under the “Security” tab in Internet Options, add https://*.govsci.com/ to Trusted Sites.

Trusted sites X

You can add and remove websites from this zone. All websites
in this zone will use the zone's security settings.

Add this website to the zone:

I Add
Websites:
https://*.govsci.com Remave
Require server verification (https:) for all sites in this zone
Close

b. Under “Privacy”, click “Advanced” under “Settings”.
“Accept” should be selected under both “First-party Cookies” and “Third-party cookies”.
Also make sure “Always allow session cookies” is checked.
Click “OK” then “Apply”.

General Security Privacy Content Connections Programs Advanced
Settings
Sites Advanced
Location
O Never allow websites to request your Clear Sites
physical location
Pop-up Blocker
[ATurn on Pop-up Blocker Settings
InPrivate £ You can choose how cookies are handled
Disable toolbars and extensions when InPrivate Browsing starts f@
Cookies
First-party Cookies Third-party Cookies
[
@ Accept @ Accept
(O Block (O Block
i ) Prompt ) Prompt

A\ways allow session cookies

| 0K Cancel
0K Cancel Apply
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2. If you are using Microsoft Edge:

a. Make sure “Block third-party cookies” is unchecked and add [*.]govsci.com to “Allow”.

Settings & Site permissions / Cookies and site data
P Search settings
Allow sites to save and read cookie data (recommended) D
profiles Block third-party cookies L ]
E| Privacy and services When on, sites can't use your browsing activity across different sites to personalize ads. Some sites may not work properly.
Appearance See all cookies and site data >
G on startup
Block Add
E=d New tab page
No sites added
I B Site permissions
{4 Downloads Clear on exit Add
@ Languages To dlear all cookies and site data when you close Microsoft Edge, go to Clear browsing data on close.
=1 Printers No sites added
B System
O Reset settings Allow Add
Phone and other devices * lgovsci.com
0 ph d other d O rioe
@ About Microsoft Edge

3. If you are using Google Chrome:

a. Under “Privacy and security”, click “Site Settings”, then click “Cookies and site data”.

Make sure “Block third-party cookies” is unchecked.
If this step does not work, go to step b.

€ Cookies and site data Q, Search

Allow sites to save and read cookie data (recommended)

Clear cookies and site data when you quit Chrome

Block third-party cookies
When on, sites can't use your browsing activity across different sites to personalize ads.
may not work properly.

See all cookies and site data

Block

No sites added

Clear on exit

No sites added

Allow

No sites added

Some sites

Add

Add

Add
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b. Open a new tab and type in the address bar, “chrome://flags” (with no quotes) and click Enter.
In the search bar, type in “SameSite”.
d. Ensure that the following settings are set to disabled:

@ SameSite by default cookies

Treat cockies that don't specify a SamesSite attribute as if they were SameSite=Lax. Sites
must specify SameSite=None in order to enable third-party usage. — Mac, Windows, Linux, Disabled
Chrome 08, Android

#same-site-by-default-cookies

@ Enable removing SameSite=None cookies

Enables Ul on chrome://settings/siteData to remove all third-party cockies and site data. -

Mac, Windows, Linux, Chrome 05 Dl >

#enable-removing-all-third-party-cookies

® Cookies without SameSite must be secure
If enabled, cookies without SameSite restrictions must also be Secure. If a cookie without
SameSite restrictions is set without the Secure attribute, it will be rejected. This flag only has
an effect if "SameSite by default cookies” is also enabled. — Mac, Windows, Linux, Chrome
08, Android

#cookies-without-same-site-must-be-secure

Disabled

e. Please restart your browser and try again.

4. If you are using Mozilla Firefox
a. Make sure “Standard” is selected.

Tt General Browser Privacy
Q Home Enhanced Tracking Protection
Q Seareh Trackers follow you around online to collect information about  \anage Exceptions...
your browsing habits and interests. Firefox blocks many of
B Privacy & Security these trackers and other malicious scripts. Learn more
~
3
[ S ® Standard

Balanced for protection and performance. Pages will load normally.
Wi Social media trackers
@& Cross-site tracking cookies
Tracking content in Private Windows
7 Cryptominers

i Fingerprinters

Strict v

Stronger protection, but may cause some sites or content to break.

Custom 4

Choose which trackers and scripts to block.



